
Electronic Identification
Software Development Tools for Digital 
Fingerprint Systems by Aware

Criminal or Civilian 
Applicant Reference Design
Aware provides all of the software 
components necessary to quickly build 
a system to generate FBI and NIST 
compliant electronic fingerprint-based 
criminal or civil applicant background 
checks. With software provided by 
Aware, you can design, prototype, 
and test a system from the ground up 
within a few days.  All of our tools 
include a C callable function library, 
a set of ActiveX controls, and example 
programs with source code. 

Proven in thousands of systems world-
wide, Aware software components 
provide a unique, customizable solu-
tion designed to fulfill the growing 
demand for generating, sending/
receiving, and viewing/archiving elec-
tronic criminal or civil applicant back-
ground checks. 

WSQ by Aware
Widely used around the world, WSQ 
by Aware is specifically designed for 
the compression and management of 
high-resolution, grayscale fingerprint 
images.   As the first officially certified 
WSQ vendor, Aware guarantees FBI 
compliance with every WSQ license.  
Aware provides WSQ and other IAFIS 
compliant software solutions to a 
diverse customer base, including 
major system integrators, livescan and 
AFIS vendors, as well as local, state, 
and federal government agencies.   

Electronic Identification

key features

■  Standards-based software 
development tools for 
digital fingerprint systems

■  Provides FBI- and ANSI/
NIST- compliance for those 
components that require it

■  Shortens the required time 
and expense to build stan-
dard-compliant systems

■  Used worldwide by sys-
tem integrators, AFIS and 
Livescan vendors, and 
State, Local, and Federal 
Governments

Live scan

Printer 
(Accuprint)

TCP/IP

Fingerprint 
Workstation

NISTPack
Accuscan
Accuprint
WSQ

HTTP

Viewing/Printing
Workstation

Aware 
CJIS Web 
and Browser 
Plug-In

EFTS Files

EFTS Files via
SMTP or FTP

Remote
Destination 
Agency

Card scan

Sequence
Check

Aware 
Integration
Module

Aware provides the software 
components necessary for systems 
integrators and OEMS to build 
a fully FBI certified system to 
acquire, print, view, and electroni-
cally exchange digital fingerprint 
(EFTS) files.  This diagram shows 
where each Aware component 
resides in the reference design.



NistPack by Aware
NISTPack enables law enforcement 
agencies, systems integrators, and ven-
dors of fingerprint and mug shot 
systems to easily comply with the 
ANSI/NIST standard: “Data Format For 
The Interchange Of Fingerprint, Facial, 
and Scar/Mark/Tattoo Information,” 
and the FBI’s implementation of it: 
“Electronic Fingerprint 
Transmission Specification.” NistPack is 
the only COTS product that enables the 
capability to read, write, edit, validate, 
and view all of the demographics and 
image data held within an electronic 
ten print card.  (NIST or EFTS file)

NISTPack supports the digital ten print 
card format (NIST format) of the FBI, 
RCMP, UK Home Office, 
Interpol, and all 50 US states.  It sup-
ports all of the image and demographic 
record types required to 
generate or parse a single, standard-
compliant file that is designed to hold 
the following information:

Supported Data Types
type 1 & type 2 records demographic data

type 4 records  500 dpi livescan or card scan ten print images

type 7 records  user defined grayscale images

type 8 records  digitized signature 

type 9 records  fingerprint minutiae data

type 10 records  facial, scar/mark/tattoo images

type 13 records  variable resolution latent  fingerprint images

type 14 records  variable resolution ten-print images

type 15 records  high resolution palm print images

type 16 records  user defined testing records

A typical 
rolled, live 
scan acquired, 
fingerprint 
image

The same fin-
gerprint images 
showing the color 
coded output 
image of the Aware 
WSQ image quality 
API. This feature 
is designed to 
provide immediate 
visual feeback on 
the determination 
of fingerprint 
image quality.

WSQ by Aware (cont’d)

Section of a digital 
fingerprint image 
that has been 
compressed 15:
1 with the JPEG 
algorithm.  Note 
the block artifact 
that is inherent 
in the algorithm.  
The image has been 
zoomed by 4.

Section of the 
same fingerprint 
image that has 
been compressed 
15:1 with the WSQ 
algorithm.  Note 
the absence of the 
block artifact.  The 
image has been 
zoomed by 4.

POOR               GOOD            EXCELLENT

NistPack provides compliance 
with the ANSI/NIST standard 
and ensures the law enforce-
ment data can be exchanged 
with other systems



example of Sequence Check program that operates on a ten-print card.  
Color codes below each image designate a match (green), no match 
(red), or match pending (yellow).   For each two finger match attempt, a 
score is returned. A match/no-matchthreshold can be set through the 
“preferences” pull-down menu.”

NistPack by Aware (cont’d)
Image Compression Engines
NISTPack is bundled with several stan-
dard-compliant image compression 
engines to facilitate the efficient trans-
mission and archival of the data.  
These compression engines include the 
following:

WSQ                  for type 4, type 14,
                           and type 15 records 
                           (fingerprint images)

JPEG                  for type 10 records   
                           (facial and scar/mark/
                           tattoo images)

Lossless           for type 13 records 
JPEG2000        (latent fingerprint images)

G4 Fax              for type 7 and type 8  
                           records (for scanned 
                           documents and signatures)

Sequence Check by Aware
Sequence Check by Aware provides 
matching and image quality measure-
ment for multi finger live scan and card 
scan systems.  It is an API designed for 
those systems that must incorporate a 
high level of fingerprint image quality 
assurance as part of the work flow.

The Sequence Check API provides the 
following capabilities: 

✔ Slap Segmentation

✔ Fingerprint Image Quality

✔ Fingerprint Image Encoding

✔ Fingerprint Image Matching

Image showing encoding 
and minutia marking 
component of Sequence 
Check. The red marks 
show the core or delta 
region of each finger-
print image, the blue 
show the bifurcations, 
and the green show the 
ridge endings.  The loca-
tion and type of each 
point is exported by an 
API function.

AccuScan by Aware
AccuScan is a NISTPack add-on 
software module that provides FBI 
“Image Quality Specifications” com-
pliance for low cost, off-the-shelf, 
flatbed scanners.  With AccuScan, a 
non-specialized scanner can be used 
to digitize and format inked cards so 
that they can meet the FBI’s rigorous 
image quality requirements.

AccuPrint by Aware
Accuprint by Aware is a specialized 
fingerprint image printing library 
designed for systems integrators and 
law enforcement agencies that must 
generate high-quality printouts of 
digitized fingerprint images.  

As a software based fingerprint image 
printing method, Accuprint provides 
an affordable solution that has been 
designed to work with off-the-shelf 
laser printers.  Accuprint can print a 
single fingerprint image or an entire 
agency specific ten-print card with 
text and graphics.

Accuprint
by Aware

Standard MS 
Windows

Accuprint user interface can 
display a completed ten-print card 

before printing



Integration Module
The Aware Integration Module is a  
mini store and forward framework that 
provides an electronic communica-
tion gateway between a live scan, card 
scan, or mug shot system and remote 
agencies. The Integration Module is an 
application that runs on a Windows 
NT/2000 server and it supports SMTP, 
FTP, and HTTP.  It’s user interface pro-
vides configuration options, status of 
incoming/outgoing transactions, and 
transaction viewing. 

About Aware
Aware, Inc., a pioneer and recognized 
leader in wavelet technology, provides 
compression solutions targeted to tele-
radiology, video surveillance, remote 
sensing, seismic data, FBI-compliant 
fingerprint images, and still image mul-
timedia.  Please contact Aware for more 
information.  

Aware, Inc.  40 Middlesex Turnpike  Bedford, MA  01730-1432    
T  781-276-4000  F  781-276-4001  E  info@aware.com 
w http://www.aware.com/compression/compression.html
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electronic identification 
software tools by aware
Key Features/Components

FBI-certified digital fingerprint 
image compression

FBI-certified ten-print card printing 
to an off-the-shelf  laser printer

FBI-certified ten-print card 
scanningwith an of-the-shelf laser 
printer

ANSI/NIST and FBI-compliant 
digital ten-print card formatting 
and validation

Fingerprint image quality assur-
ance and sequence checking

Windows NT/2000 based sotre-n-
forwared framework

Secure standard-compliant, 
browser-based access, viewing 
and printing of archived digital 
ten-print cards (EFTS/NIST files)

WSQ plug-in’s image 
processing capabilities:  
A high-quality magni-
fication window can 
be dragged around the 
image with a mouse

CJIS Web enables web access to 
remote criminal justice data

CJISWeb by Aware
CJIS Web provides a secure web 
browser/server based method by which 
privileged individuals can remotely 
access a digital fingerprint archive and 
database.  The database is queried 
from a web browser and all image data 
is sent to the browser in compressed 
form where they are decompressed and 
displayed.  CJIS Web supports finger-
prints, palm prints, latent prints, facial 
images, scanned documents and text 
files.  The fingerprint, palm print, and 
latent images are displayed at the same 
quality and resolution at which they 
were acquired.  All demographic data 
associated with the image data can be 
accessed as well.  FBI compliant ten-
print cards can be printed directly from 
the browser to a local printer.

LOCAL PRINTER 
- ten print cards
- mug shots
- electronic rap
   sheets

COMMON WEB 
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